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	Job ID :
	2024-13095
	Job Title
	Sr. DevOps Cloud Engineer

	Duration :
	Long Term
	Employment Type :
	FTE/Vendor Referral Only

	Openings :
	1 (1 remaining)
	Client :
	Galaxe

	Job Status :
	Active - P3
	Work Authorization Type
	US Permanent Eligibility to Work Required

	Work Location (City/State) :
	Berkeley Heights, NJ or Omaha, NE or Frisco, TX (100% Onsite - local only, no relocation)
	Send Resumes to :
	resumes@taurusbiz.com

	Level/Salary Range:
	[bookmark: _GoBack]$110k per Annum on W2
	
	

	 
RESOURCE REQUIREMENTS

	Level :
	Senior (L4)

	Role :
	Software Engineer

	Skill: 
	Software: Portals/Cloud

	Technology :
	Azure, DevOps

	No.of Permitted Vendor Layers :
	0



REQUIREMENT DETAILS:
Project Details :

What you will do as a DevOps Engineer:
Azure Expertise - Implement robust zero trust architecture around identity and access management (1AM) and data encryption to ensure security.
Infrastructure Skills - You'll work with Terraform and Ansible for orchestration and software installation.
Cl/CD Expertise - You'll build and maintain Cl/CD pipelines using Azure DevOps.
Security Focus - Identifying and addressing infrastructure and application security vulnerabilities is key. Implement robust zero trust architecture around identity and access management (1AM) and data encryption to ensure security.
Monitoring Mastery - Set up robust monitoring and alerting using Azure Monitor, Log Analytics, and Application Insights. Create operational dashboards for proactive visibility.
Are you ready to dive into the exciting world of DevOps and cloud infrastructure?

What You Will Do:
· Implement robust zero trust architecture around identity and access management (1AM) and data encryption to ensure security.
· Work with Terraform and Ansible for orchestration and software installation.
· Build and maintain Cl/CD pipelines using Azure DevOps
· Identifying and addressing infrastructure and application security vulnerabilities is key.
· Implement robust zero trust architecture around identity and access management (1AM) and data encryption to ensure security.
· Set up robust monitoring and alerting using Azure Monitor, Log Analytics, and Application Insights
· Create operational dashboards for proactive visibility.
Skills and Experience Needed
Required:
· Have Azure experience, including working knowledge of configuring networks with Azure - firewalls, policies, NSG, route tables, etc.
· Deep experience in building terraform modules (putting all the monitoring and alerting)
· Able to write terraform code to provision Azure Infrastructure components.  
· Must have Azure DevOps tool experience 
· Be able to support infrastructure and services in Azure. (Storage account, Keyvault, Event hub etc.)
· Be familiar with creating CICD pipelines, able to compile the code using pipeline: including scanning using sonar and fortify.
· Able to create agent pool servers
· Able to leverage Ansible and tie to Azure DevOps pipelines. 
Desired:
· Experience in Azure Gov cloud
· WebLogic and Apache experience
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